Misuse cases

**Brute Force**

Requirements: User is not logged in.

1. A malicious agent tries to get access to the system by using many different usernames and passwords.

2. After a number of failed login attempts, the system blocks further tries for a period of time.

**Vandalism**

Requirements: User is logged in and has at least moderator privileges.

1. A malicious/careless agent deletes/corrupts the data in the member registry from the administration interface.

2. Data is backed up at regular intervals and can be restored. Actions on the registry are logged and can be traced to specific users.